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Maritime Situational Awareness 
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89,000+ vessels over 100 Gross tons.
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Environmental issues

Nations find their well-being challenged by these 
common maritime issues. 

Common Maritime ChallengesCommon Maritime Challenges
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Unclassified, multinational, freely shared, Automatic 
Identification System (AIS) network

The MSSIS provides 
clients with real-time 
AIS data derived 
from shore side, 
waterborne, and 
airborne platforms.

Conceived by the U.S. Department of Transportation, NATO, and 
US Navy as an:

MSSISMSSIS
Maritime Safety & Security Information SystemMaritime Safety & Security Information System

The MSSIS Encourages 
Participation by all 
countries through data 
sharing in order to 
achieve the universal 
goal of a safer, more 
secure, global marine 
environment.
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MSSIS: Timeline
• September 2005 – Demonstration of proposed AIS network, links the ports 

of Rota, Spain and Souda Bay, Greece.  Concept presented to U.S. Navy 
Sixth Fleet Commander (C6F) and NATO representatives.

• November 2005 – The Volpe Center continues demonstration for C6F and 
NATO aggregating feeds from NATO AIS systems in the Mediterranean 
(coastal systems in Spain, Italy, Greece, Turkey, and shipboard systems).  
A single desktop computer in Cambridge, MA acts as the network 
backbone.

• March 2006 – Kick off meeting and start of the Maritime Safety and Security 
Information System.  Design of the eventual network commences while the 
demonstration network continues to operate

• August 2006 – Transition from the demonstration system to the operational 
MSSIS design laid out over the course of the summer. MSSIS servers at 
Cambridge, MA operational
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MSSIS: Timeline
• September 2006 – Turkey, Greece, Spain officially join MSSIS
• October 2006 – USA officially joins MSSIS
• December 2006 – MSSIS servers installed at Norfolk, VA
• March 2007 – MSSIS servers installed at US Sixth Fleet HQ, Naples, Italy
• December 2007 – MSSIS servers installed at NATO Command 

Component Maritime HQ, Naples Italy. At a Maritime Domain Awareness 
conference in Santiago Chile, a panel of South American navy admirals 
recommend joining MSSIS.

• February 2008 – Middle East and Arabian Gulf nations are introduced to 
MSSIS at the Maritime Infrastructure Protection Symposium in Bahrain.

• April 2008 - MSSIS has over 50 member nations.
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MSSIS: Country Participation 
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52 Countries 06 Mar 08

Germany
Georgia
Gambia
Gabon
France
Finland
Estonia
Denmark
Croatia
Chile
Cape Verde
Canada
Cameroon
Bulgaria
Belgium
Bahrain
Australia
Albania

Israel

Nigeria
New Zealand
Netherlands
Mozambique
Morocco
Montenegro
Mauritania
Malta
Lithuania
Liberia
Jordan
Italy

Ireland
Iraq
Iceland
Greece
Ghana

Yemen 
United States
United Kingdom
Ukraine
Turkey
Tunisia
Togo
Spain
Slovenia
Singapore
Serbia
Senegal
Sao Tome & Principe
Romania
Portugal
Poland
Norway
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Automatic Identification System 
(AIS)

Mandated by IMO
“to improve the maritime safety and efficiency of 

navigation, safety of life at sea and the 
protection of the marine environment”

IMO International Convention for the Safety of 
Life at Sea (SOLAS) Chapter V, Safety of 
Navigation, Regulation 19, 1974/1980
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Who is required to have AIS?
Per the IMO SOLAS Convention

• All passenger ships.
• All cargo ships ≥ 500 GT. 
• Ships ≥ 300 GT on international voyages.

Does not apply to:
• Warships / Naval auxiliary.
• Vessels owned/operated by government and used on 

government non-commercial service.

In U.S. Waters, a USCG amendment for Commercial vessels ≥ 65 
feet.

Augmented in some cases by local regulations  (as example, 
Singapore requires a transponder on any and all water craft).
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Simple MSSIS - AIS Provider

Internet / NIPRNET
SSL

Laptop / TV32

RS-232

VHF 
Antenna

MSSIS Server
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MSSIS Architecture

Commercial

US/NATO US/NATO 
AIRCRAFTAIRCRAFT US & NATO US & NATO 

WARHIPSWARHIPS

All
Willing 
Nations

SSL/Password

Secure Internet

CNE

CC MAR

VOLPE

Spain Nat’l
Albania Nat’l
Greece, Nat’l
Turkey, Nat’l
Belgium, Nat’l
Denmark, Nat’l
US NAIS
Poland, Nat’l
Pantelleria, IT
La Spezia, IT
Gibraltar, UK

AIS VHF Antenna

AIS Transceiver

C2F
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AIS Collector (sources)AIS Collector (sources)

Data ThinnerData Thinner

AIS Distributor (clients)AIS Distributor (clients)

MSIS Firewall/RouterMSSIS Firewall/Router

MSIS Server MSSIS Server –– Volpe CenterVolpe Center



MSSIS Server Locations

Volpe
C2F

CCMAR
C6F



MSSIS Server Suite
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MSSIS Administration
Email notification of Receiver outage

Receiver 31 day status page



MSSIS Administration

Monitoring System 
data rates across 
multiple servers



Server defined data selection regions

Vessel Traffic within the Exclusive 
Economic Zone



How MSSIS Fits

GMII

++

MDA

GMSA

== MSSIS
Unclassified

SSL
Password

Freely shared

Everybody can play

TSTS

MDA DS COI
PKICAC

UDOP
GMII GMSA

Think Think ““Togo or LibyaTogo or Libya””

Think Think ““US & 4 EyesUS & 4 Eyes””

Think Think ““US InterUS Inter--AgencyAgency””

Think Think ““US DoDUS DoD””

GENSERGENSER
GCCS-MCCIS

RMRM

Multiple Servers Redundancy

SBU



MSSIS role in NATO Operations
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Excerpt from Admiral Ulrich, Commander U.S. Naval Forces Europe, letter 
to Admiral Roughead, Chief of Naval Operations

October 2007



Transview (a.k.a TV32)

• Pilot Navigation
• Vessel Traffic Management
• Oil Spill Modeling
• Accident Investigation
• Buoy Positioning
• Network Monitoring
• Analysis Tool
• Data Logging
• Data Translation/Exchange
• Port/Harbor Security
• Force Protection Display

TV32 is a windows application developed by the Volpe Center for use in a number 
of vessel tracking and navigation related projects.  Currently, it is used as the 
primary communications and chart display client for the MSSIS network and is 
generally provided for free as Government-off-the-shelf (GOTS) software.  It has 
been used for:



Transview Other Applications:

Cape Cod Canal
-Army Corp of Engineers

-Oil Spill Prevention

Columbia River Pilots
-Pilot Display

-Hydro Graphic Survey



Transview Other Applications:
Oil Spill Model Display





MSSIS Future Vision
MSSIS+,  AIS, Radar, ADSB, …

Pink Circles are 
radar contacts 
from Pilot launch

Airplane icons 
are from ADSB


